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What is the DIAP?
The DIAP is the Defense-Wide
Information Assurance Program.
 The DIAP�s mission:

• Ensures the protection and reliability
of the Defense Information Infrastruc-
ture (DII).

• Provides common management
framework and central oversight
necessary for DoD Information
Assurance (IA).
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hy was the DIAP
Created?
DoD�s globally interconnected informa-
tion technologies have created a shared
risk environment that increases vulner-
ability to attack. The DIAP:

• Implements a Department of Defense-
wide IA planning and integration
framework.

• Infuses IA throughout DoD operations
as a fundamental element of readiness
and training.

What are the DIAP�s
Objectives?
In the context of the growing challenges
of a dynamic, global information environ-
ment; the DIAP:

• Ensures the Department of Defense�s
IA operational capabilities to protect,
detect, and respond are appropriately
met.

• Transforms IA from a largely technical
issue to an operational imperative.

• Extends Department of Defense IA
programs beyond traditional Service
and Agency perspectives.

• Leverages information technology to
enhance the efficiency of DoD�s
business activities and the impact of
its military operations.

ow is the DIAP
Organized?
To focus on DoD-wide functional and
programmatic issues, the DIAP is divided
into two teams:

• Functional Evaluation and Integration
Team (FEIT), divided into eight
functional areas:
- Continuously evaluates DoD and

Component IA programs to ensure
the Defense-wide application of
these functions is consistent, inte-
grated, efficient, and programmati-
cally  supported.

• Program Development and Integration
Team (PDIT):
- Provides for the oversight, coordina-

tion, and integration of the Depart-
ment of Defense�s IA resource
programs.

hen was the DIAP
Established?
The DIAP was established in January
1998 by the Deputy Secretary of
Defense. The DIAP:

• Reports to the Information Assurance
Directorate of the Office of the Assis-
tant Secretary of Defense for C3I
(OASD/C3I).

DoD Component
Representation

DISA
NSA

Services
Joint Staff

Other Defense
Agencies

• Readiness Assessment
• Human Resources Development
• Policy Integration
• Security Management
• Operations Environment
• Architectural Standards

and System Transformation
• Acquisition Support and
• Product Development
• Research and Technology
• Critical Infrastructure Protection

Integration

• Planning Guidance
•  POM Coordination
• POM Issue Management
• Reporting
• CJB Coordination
• CIO Assessments
• Congressional Liaison
•  DIAP/Component

Coordination

DIAP Staff Director
IC Coordinator

Functional Evaluation
& Integration Team

Program Development
& Integration Team


